
Malheureusement, de faux messages continuent de circuler. Veuillez noter:

•	 Nous ne vous demanderons jamais de données de carte de crédit ni d’informations de connexion 
	 par e-mail, chat ou SMS.

•	 En cas de doute, ne cliquez sur aucun lien et ne répondez pas aux messages suspects.

•	 Si vous n’êtes pas sûr, veuillez nous contacter directement à info@barabas-luzern.ch.

•	 Grâce à LINDA la pêcheuse, vous ne tomberez pas dans le filet: Chaque lettre de son prénom correspond 
	 à une règle simple pour prévenir le phishing.

Vous trouverez également plus d’informations et des conseils de sécurité sur www.card-security.ch/fr.

LE PHISHING EST AUSSI UN PROBLÈME DANS L’HÔTELLERIE 
MERCI DE RESTER VIGILANT

L = Liens et pièces jointes provenant d’expéditeurs inconnus ne doivent jamais être ouverts.

I  = Inspectez le contenu des e-mails avec attention et esprit critique.

N = Noms ou salutations neutres ou génériques peuvent être un signe d’alerte.

D = Demandes créant un sentiment d’urgence sont suspectes.

A = Analysez toujours soigneusement l’expéditeur.


